ERRATA

Errata Version 1.0
June 16, 2018
DRAFT

FOR

Protection Profile PC Client Specific TPM
Specification Version 1.1
June 16, 2018

Contact: admin@trustedcomputinggroup.org

TCG Published
Copyright © TCG 2003 - 2018
Disclaimers, Notices, and License Terms

THIS ERRATA IS PROVIDED "AS IS" WITH NO WARRANTIES WHATSOEVER, INCLUDING ANY WARRANTY OF MERCHANTABILITY, NONINFRINGEMENT, FITNESS FOR ANY PARTICULAR PURPOSE, OR ANY WARRANTY OTHERWISE ARISING OUT OF ANY PROPOSAL, SPECIFICATION OR SAMPLE.

Without limitation, TCG and its members and licensors disclaim all liability, including liability for infringement of any proprietary rights, relating to use of information in this specification and to the implementation of this specification, and TCG disclaims all liability for cost of procurement of substitute goods or services, lost profits, loss of use, loss of data or any incidental, consequential, direct, indirect, or special damages, whether under contract, tort, warranty or otherwise, arising in any way out of use or reliance upon this specification or any information herein.

This document is copyrighted by Trusted Computing Group (TCG), and no license, express or implied, is granted herein other than as follows: You may not copy or reproduce the document or distribute it to others without written permission from TCG, except that you may freely do so for the purposes of (a) examining or implementing TCG specifications or (b) developing, testing, or promoting information technology standards and best practices, so long as you distribute the document with these disclaimers, notices, and license terms.

Contact the Trusted Computing Group at www.trustedcomputinggroup.org for information on specification licensing through membership agreements.

Any marks and brands contained herein are the property of their respective owners.
Table of Contents

1. Introduction ........................................................................................................................................... 4
2. Clarifications ........................................................................................................................................ 5
3. Errata .................................................................................................................................................. 6
   3.1 Errata 1 FDP_ACF.1.2/States ........................................................................................................... 6
   3.2 Errata 2 FDP_ACF.1.2/NVM ............................................................................................................ 6
   3.3 Errata 3 FMT_MSA.1.1/NVM ........................................................................................................... 6
   3.4 Errata 4 FMT_MSA.4.1/NVM ........................................................................................................... 6
   3.5 Errata 5 FDP_ACC.1.1/Cre ................................................................................................................ 6
   3.6 Errata 6 FDP_ACF.1.1/Cre ................................................................................................................ 6
1. Introduction

This document describes errata and clarifications for the TCG Protection Profile for PC Client Specific TPM Version 1.1 as published. The information in this document is likely – but not certain – to be incorporated into a future version of the specification. Suggested fixes proposed in this document may be modified before being published in a later TCG Specification. Therefore, the contents of this document are not normative and only become normative when included in an updated version of the published specification. Note that since the errata in this document are non-normative, the patent licensing rights granted by Section 16.4 of the Bylaws do not apply.
2. Clarifications
There are no clarifications for this revision of the Errata.
3. Errata

3.1 Errata 1 FDP_ACF.1.2/States
Number (4) includes commands that are not permitted execution in the Init state by the TPM Library Specification. The only commands permitted in this state are TPM2_Startup, _TPM_Hash_Start, _TPM_Hash_Data, _TPM_Hash_End and field upgrade.

3.2 Errata 2 FDP_ACF.1.2/NVM
Numbers (5) and (6) of FDP_ACP.1.2/NVM contain a clause stated as “and the NV index is not temporarily blocked by its attribute TPMA_NV_READ_STCLEAR.” This is incorrect. The correct attribute is TPMA_NV_READLOCKED.

3.3 Errata 3 FMT_MSA.1.1/NVM
The assignment “query and modify” is incorrect. There is no restriction on the ability to query NV index attributes. This assignment should be interpreted as “modify”.

3.4 Errata 4 FMT_MSA.4.1/NVM
The text in numbers (1) and (2): “and the authPolicy of the NV Index is provided and” is misleading. It should be interpreted as “and the authPolicy of the NV index is provided or”.

3.5 Errata 5 FDP_ACC.1.1/Cre
The list of operations contained in FDP_ACC.1.1/Cre is missing the operation TPM2_MakeCredential.

3.6 Errata 6 FDP_ACF.1.1/Cre
Number (2) refers to “adminAuth”. This named role does not exist in the TPM Library specification. The correct role name is “authValue”.
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